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The purpose of this document is to get understanding on business use case for Hash Signing usage to be integrated and implemented using UAE PASS. The answers to below questionnaire will help the team to propose the right usage of hash signing along with the legal binding in order SP to help decide the type of signature to be used for the mentioned use case.
NOTE: Kindly note for every service channel (web or mobile) you need to fill the separate form  
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[bookmark: _Toc32083951]Entity Details
	S.No.
	Description
	Response

	1.
	Name of the Entity
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	S.No.
	Description
	Response

	1.
	Description of the current process
	




	2. 
	Description of the to-be process
	




	3
	Who are the signatory (person and/or company) required to sign?
	


	4.
	Are all signatories’ person or both person and organization (e-Seal)?
(Please state if your organization requires e-seal as part of signature process)
	

	5.
	Are they signing as a Natural Person, Legal Person or an authorized signatory (e.g. PRO)?
	

	6.
	Number of persons required to sign for the use case. (e.g. single user signing or multiple user signing) 
(In case of multiple user signing, please share the priority and mandatory details of the signature process)
	

	7.
	Will the signed document be required to be admissible for a court case and/or need to be validated for digital signature or e-Seal applied using UAE PASS? (Yes/No)
	

	7.
	Is the proposed signatory use case service in the exemption list of "Federal Law No. (1) of 2006 On Electronic Commerce and Transactions" or the proposed Digital Signature Law.
(Please refer the five exemption cases as per Law)
	

	8.
	Based on nature of use case, did you check with the legal team that Hash Signing can be used for the selected use case as per the existing Local Laws and Federal Laws prevailing in UAE?
	

	9.
	Is the signed document stored with in the organization's IT system? 
How is the document and signing request shared with the signatory in “To be process”?
(Please state the procedure of storing the document)
	

	10.
	Does the document need to be shared with external department/organization/user as soft copy?
	

	11.
	Will there be a need to validate the Digital Signature at a later date after may be a year or so? If so, what is the time period duration for which digital signature validation support will be required for the proposed signature use case?
(Please state the digital signature verification maximum period)
	

	12.
	What is the time period duration for which the signed document needs to be legally maintained? During this period will there be any business use case due to which the signature on the document need to be revalidated with UAE PASS system?
(Please state the digital signature verification maximum period for legal maintenance)
	

	13.
	If it is a legal agreement or contract signed by a signatory or Multiple signatory what is the duration for which the legal agreement or contract will be valid?
(Please state the maximum validation period for legal agreement or contract)
	

	14.
	Do you need to put electronic Legal Stamp (e-Seal) of the organization on the document?
If yes, please explain the business use case.
	

	15.
	What is the type of IT service for which the proposed hash signing use case is being used? For example: e-Channel, mobile Application, BackOffice Application, Internal Application etc.? 
	

	16.
	Where the signed/unsigned document is being stored for the use case?
	

	17.
	What is the expected per day/per week/per year transaction volume?
	

	18.
	Is it a customer facing service, or the service will be used for in-house organizational employees only?
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Visual representation of the user journey for the Use Case (or Attach Power Point/ Visio): -
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